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Introduction

Proliferation of messaging platforms changes the nature of 
leadership in digitally enabled protest movements. Research 
on leadership in such movements is abundant, especially 
when it comes to democracies (e.g., Gerbaudo, 2017; 
Kavada, 2015; Treré, 2020). However, relatively little is 
known about how leaders of these movements function under 
authoritarian repression, and how internal movement pro-
cesses are affected by the increasing reliance of leaders on 
instant messaging platforms (IMPs), such as WhatsApp and 
Telegram. IMPs may be even more important in authoritar-
ian settings as tools for evading state surveillance. 
Authoritarian states co-opted internet affordances to monitor 
dissidents’ movements and intercept their electronic commu-
nication (Pearce, 2015). IMPs can help movement leaders to 
evade this monitoring through Telegram encryption and 
other features. Consequently, increasingly larger portions of 
movement internal communication happen behind the doors 
of private spaces on IMPs. However, it is harder to collect 
data on this internal communication channeled through IMPs 
(Karpf, 2019), especially in authoritarian settings.

Several conceptualizations of digitally enabled movement 
leadership in repressive political systems have emerged. 
Most of them focus on “anti-authoritarian movements” 
(Tufekci, 2017) in the countries that experienced uprisings at 
the beginning of the 2010s, such as Egypt, and before such 
movements embraced IMPs widely in addition to social 
media like Facebook or Twitter (Azer et al., 2019; Pearce 
et al., 2018; Poell et al., 2016). It is essential to update our 
understanding of anti-authoritarian leadership because dicta-
torships have dramatically increased their repressive capaci-
ties by adapting newer surveillance techniques since the days 
of the Arab Spring. At the same time, little research into lead-
ership in repressive settings was completed with a focus on 
how IMPs aid activists. Although several authors recently 
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offered an argument about the role of IMPs in digital activ-
ists’ information infrastructures, they are primarily focused 
on democratic contexts (Gil de Zúñiga et al., 2019; Valeriani 
& Vaccari, 2018). These authors concluded that IMPs are a 
popular but heavily under-researched type of platform where 
digitally enabled movement leadership is highly active. That 
is why we propose a theory of leadership in an IMP-reliant 
anti-authoritarian movement.

Digitally enabled protest movements that are acting in 
authoritarian political systems meet common challenges. 
One of the key challenges is linked to the visibility and secu-
rity of their leaders. To prevent the spread of protest activi-
ties, many authoritarian governments target opposition 
protest movement leaders before mobilization occurs, thus 
adopting “preemptive policy” (Silitski, 2005). Preemptive 
policy targets leaders to remove key opposition personalities 
from the political arena, hence making their organizations 
less effective. The policy also sends a signal to the public 
introducing chilling effects and decreasing mobilization 
potential. In countries like Russia, preemptive policy means 
that leaders can be detained, prosecuted, jailed, and, in a few 
cases, even lose their lives (Kara-Murza, 2017).

Those leaders who are public and visible are often the first 
targets. For example, Alexei Navalny, a leader of two possi-
bly most prominent recent anti-authoritarian movements in 
Russia, spent some 60 days in jail in total during the most 
contentious stages of collective action organizing in 2017. 
Volkov, chief-of-staff of his campaigns, spent 65 days in jail 
the same year. Most of these detentions coincided with the 
periods around collective action that their movement had 
organized. Hence, potential leaders of anti-authoritarian 
movements face the challenge that Melucci (1996, p. 335) 
describes as “the risk to pay high costs for their commit-
ment,” which is a consequence of leaders’ status as the 
“agents of mobilization” and “the promoters of organiza-
tional structure.” Because of these costs, Melucci (1996,  
p. 335) argues, “leadership is a rare commodity.”

A movement can address the challenge of preemptive 
repression by creating a pool of potential leaders who may 
constitute multiple, often temporally, centers of influence, 
thus making the movement more “polycentric” (Gerlach, 
2001). “For every [. . .] leader eliminated, new ones arise, 
making movements look like the many-headed Hydra of 
mythology” (Gerlach, 2001, p. 303). Gerlach, who coined 
the term, also argued that the polycentric model of organiz-
ing could make the efforts of the government to persecute 
leaders less effective.

Polycentricity is a common property of movements fac-
ing repression that enables multiplied and networked leader-
ship, making it harder for authoritarian governments to track 
and detain leaders (Gerlach & Hine, 1970, p. 66). However, 
polycentricity creates a leadership visibility dilemma: it 
makes movement leadership more obscure and less recog-
nizable. This, the literature argues, makes it harder for lead-
ers to perform classic leadership functions of connecting 

followers and organizing them for ongoing and effective 
public campaigning (Gerlach, 2001, p. 292; Melucci, 1996, 
pp. 339–340; Staggenborg, 1988, p. 187).

Consequently, anti-authoritarian movements face a deep 
dilemma of leadership visibility: these movements need pub-
lic leaders to connect and organize followers; but the more 
prominent leaders become, the more difficult it is to ensure 
leaders’ freedom and reduce a cost they pay for their position 
and prominence (Gerlach & Hine, 1970; Lokot, 2018; 
Tufekci, 2017). More visible leaders can be identified and 
prosecuted in accordance with preemptive policy easier. 
Still, only a few scholars (Lokot, 2018; Pearce et al., 2018; 
Tufekci, 2017) are among a few notable exceptions) exam-
ined how exactly the risk of being a leader shapes the visibil-
ity and organizing aspects of leadership in digitally enabled 
anti-authoritarian movements.

Our study builds on previous—including historical—
work on the use of media in such movements to provide a 
thick descriptive account of how the leaders of anti-authori-
tarian movements that face preemptive repression address 
the leadership visibility dilemma. We rely on a unique data-
set consisting of semi-structured interviews and content 
shared on Telegram during collective protest action orga-
nized by the Navalny movement in Russia in 2017, then, 
one of the most repressive regimes (international watchdogs 
like Freedom House (2017) placed Russia among countries 
with the most restrictive political and media systems). We 
use thematic analysis to examine how anti-authoritarian 
digitally enabled movements address the leadership visibil-
ity dilemma.

Our study names and describes a specific form of move-
ment leaders—shadow anti-authoritarian leadership. We 
understand shadow leadership as a form of taking a lead that 
is enacted on IMPs and represented by concealed, collective, 
and polycentric users, commonly with administrative privi-
leges, who are focused on the tasks of mobilization and col-
lective action maintenance in an anti-authoritarian movement. 
They are concealed because these activists are pseudony-
mous and anonymous. Shadow leaders are collective 
because, in contrast to examples of similar stealth leadership 
discussed by Freeman (1972) or recently by Poell et al. 
(2016) and Western (2014), they coexist with other, more 
public denominations of leadership. However, if the most 
public leaders of an anti-authoritarian movement represent 
the organization, build structures, and inspire people, shadow 
leaders instead focus on collective action. In addition, these 
leaders need to cooperate with public leaders and between 
themselves, performing this leadership collectively. Finally, 
shadow leaders are polycentric because they form a network 
of multiple, often temporal centers of influence.

We argue that the adoption of shadow leadership arises 
due to the preemptive repression of public leaders and 
enhances the polycentric and visibility management capaci-
ties of anti-authoritarian movements. This explains why this 
form of leadership is different from other commonly debated 
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forms in digitally enabled movements, such as connective 
leadership and choreographic leadership. We demonstrate 
the differences in the “Discussion” section.

Leadership in Digitally Enabled 
Movements

The literature on internal organizing in digitally enabled 
movements increasingly links leaders to a new type of actors 
who were not present in movements that emerged before the 
2000s. These are the administrators of social media platform 
accounts maintained by movements (Kavada, 2015; Poell 
et al., 2016). Gerbaudo (2017) observes that these individu-
als often unite in the “digital vanguard” teams of account 
administrators and prominent users. Digital vanguards try to 
integrate techno-libertarian principles in their activity and 
thus avoid “fixed and formalized roles” emphasizing instead 
“cooperation and team-work.”

Poell et al. (2016, pp. 994–997) define these administra-
tors as key “connective leaders” who “centrally position 
themselves in social media-facilitated networks [. . .] to con-
nect users in online communication streams.” These people 
take the lead through “inviting, connecting, steering, and 
stimulating, rather than directing, commanding, and pro-
claiming.” Connective leadership is rooted in the theories of 
connective action activism (Bennett et al., 2014). Comparing 
digitally enabled protest organizations to the social move-
ments of the past, Azer et al. (2019) argue that leadership in 
digitally mediated organizations is collective rather than 
individualistic, emergent rather than appointed or voted, and 
acts more like mediators rather than decision-makers who 
impose their authorities over followers. Thus, there is a 
strong argument in the literature that leadership is still vital 
to protest movement communication though there is no 
agreement on its attributes. In addition, despite being often 
mentioned as an important attribute of leaders in digitally 
enabled movements, polycentricity remains a relatively 
obscure property in recent models of such organizations.

What remains especially underexplored is leadership in 
movements that rely on IMPs to foster protest mobilization. 
Most recent studies of IMPs are quite descriptive, which is 
perhaps expected for the emerging discussion about newer 
forms of technologies. These studies show that messaging 
services facilitate citizens’ engagement in political discus-
sions, the emergence of unofficial leadership and factions in 
parliamentary political parties (Herasimenka & Kavada, 
2020), and reduce digital self-censorship (Valeriani & 
Vaccari, 2018). IMPs’ use also affects “activist forms of par-
ticipation” (Gil de Zúñiga et al., 2019). They are “used as a 
robust organizational device, and it is now firmly integrated 
into the mechanisms of [. . .] movements” (Treré, 2020). One 
of few publications on the IMP use in non-democracies 
showed that they provide space to defy state efforts to sup-
press political speech and become a source of “popular, 
mainstream activism and public mobilisation” (Johns, 2020). 

Consequently, it is unclear whether IMPs afford different 
forms of activist leadership under authoritarianism.

The study explores the case of social media protest mobi-
lization in Russia that was linked to the activity of the move-
ment of Alexei Navalny and seeks to answer the following 
question: How do IMP features and affordances facilitate 
leading the internal organizing in an anti-authoritarian move-
ment during digitally enabled collective action? The follow-
ing pages present the background of Navalny’s movement 
and political activism in Russia, discuss the methodology, 
present findings, and link them to a broader literature on 
leadership in digitally enabled movements.

Russian Authoritarianism and Protests

Russian preemptive authoritarianism strictly controls the 
activities of political and civic groups. A common restriction 
on political activism is the limitation on freedom of assem-
bly. In Russia, there is no official ban on political rallies. 
However, the restrictions on the assemblies are numerous. 
According to Russian law, organizers of demonstrations, ral-
lies, or other public assemblies must obtain authorization 
from local authorities (On assemblies, meetings, demonstra-
tions, marches and pickets, 2004). If this authorization is not 
obtained, the police can use force to prevent people from 
gathering, leaders from public speaking, and detain partici-
pants. As recently as 2017, thousands of people were arrested 
and tried there for participation in protests and similar politi-
cal activity (Amnesty International, 2017). It is also difficult 
to inform about protests. It is forbidden to post information 
about demonstrations and other types of collective action 
without authorization. Distribution of information on social 
media about unsanctioned protests might, therefore, lead to 
persecution. Consequently, people who participate in politi-
cal activism routinely become subjects of administrative or 
criminal persecution that sometimes leads to prison terms 
(U.S. Department of State, 2019). With the start of the war in 
Ukraine in 2022, this hostile political environment has only 
become more difficult to navigate for political activists, 
though not impossible, as protest mobilizations are still hap-
pening in Russia.

The Navalny Movement in 2017

Alexei Navalny is a dissident who is often considered as the 
main figure in the pro-democracy political opposition in 
Russia. In 2011–2012, he was one of the leaders of the “For 
Fair Elections” pro-democracy movement that was inspired, 
followed, and organized mainly through the internet (Toepfl, 
2017). Around the same time, Navalny established an anti-
corruption organization FBK, which focused on investiga-
tions into prominent Russian officials, combining journalism 
with political messages. Navalny’s anti-corruption activism 
and his prominence in pro-democracy opposition made him 
an important figure in Russian politics. In 2017, the FBK 
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launched a series of anti-corruption campaigns demanding 
the resignation of high-profile officials, as well as registering 
Navalny as a candidate in the 2018 presidential election. 
During this period, the FBK and pro-Navalny activists cre-
ated an organization that contributed to five waves of anti-
corruption and pro-democracy protests between March 2017 
and the presidential election in March 2018. These protests 
involved up to 154 cities (Meduza, 2017a). The media 
described the Navalny organization at-large as being led by a 
charismatic all-controlling leader. In December 2017, the 
authorities refused to register Navalny as a candidate, but his 
organization continued “campaigning on regional political” 
issues.1

Initially, the Navalny organization was run from Moscow 
by a tiny group of individuals related to the FBK. We refer 
to them as the core activists or the federal office. Since 
2016, the core activists have gradually built a vast network 
of local offices to campaign in provinces. By the second half 
of 2017, the Navalny movement had established 70 local 
offices in almost all the federal regions of Russia. In each 
office, there were a few paid staffers and dozens or hundreds 
of volunteers.2 This movement was ideologically diverse 
and united people sharing common opposition to the author-
ities (Dollbaum et al., 2022). Approaching the restriction on 
political activism in Russia, the Navalny organization turned 
to digital platforms. It created and inhabited hundreds of 
social media spaces to connect pro-democracy minded citi-
zens. This digital communication infrastructure ranged from 
the alternative television on YouTube to the hundreds of 
local pages and groups on VK and Telegram.

Telegram

Similar to WhatsApp, Telegram is a messaging platform with 
500 million users (Durov’s Channel, 2021). According to the 
App Annie ranking, it was the number one application in the 
Android store in Russia. Telegram has three modes of interac-
tion. First, one-to-one messages and calls are not significantly 
different from the functionality of WhatsApp or Signal. 
Second, many users interact with each other by using groups 
(also known as chats). Unlike WhatsApp, Telegram had a fea-
ture that allowed adding up to 5,000 users in a group in 2017. 
Such groups could be both public and private. Groups look 
like the 1990s-style internet chats, where the administrators 
are just one voice among many others. A key difference 
between an administrator and an ordinary user of a Telegram 
group is that the former can block, add or remove a user.

Third, public channels turn Telegram into social media as 
they function similarly to a page on Facebook. However, 
Telegram’s interface is fairly simple and did not contain any 
like buttons or a comment section during the studied period. 
On Telegram channels, anonymous users establish their ven-
ues to share information with anonymous subscribers. This 
default anonymity feature was a mechanism later explored 
by the leaders of the Navalny movement. Hence, Telegram 

can be described as an app that affords one-to-one messages, 
group messages with your friends or family, but also has very 
large group “chats” with unknown others, as well as one-to-
many channels where one could get information about sports, 
news, and politics.

The Telegram company has mastered an image of as a 
highly secure platform. They claimed that the most sensitive 
users’ data could not be accessed even if the authorities con-
fiscated the Telegram servers (Maréchal, 2018). However, 
security experts suggested that its encryption protocol had 
vulnerabilities that the authorities could exploit (Lee et al., 
2017). Moreover, the full encryption of content on Telegram 
is only possible on “secrete chats,” something that users 
enable relatively rarely (Maréchal, 2018). As we studied 
public groups and channels, the content we analyzed was not 
encrypted to the same standard as on some other IMPs. 
Hence, we did not consider encryption in this work.

Methods

We adopted a case study approach as the research design. An 
analysis of semi-structured interviews and Telegram posts 
informed a detailed case study of the backstage interactions 
in the Navalny organization during social media mobiliza-
tion. In particular, the analysis is based on the 16 interviews 
with the leaders of the Navalny organization, rank-and-file 
and independent activists who were involved in the organiza-
tion, as well as digital security experts. See Appendix A for a 
list of the interviewees and details on how they were con-
ducted. The interviewees were selected because of their 
direct knowledge of the social media operations of the orga-
nization and collective action coordination. The sample 
includes activists from the Navalny organization located in 
six provinces in central, northern, and eastern Russia: 
Chelyabinsk, Moscow, Nizhniy Novgorod, Rostov-on-Don, 
St Petersburg, and Ufa. The interviews lasted from 21 to 
110 min; all the interviewees gave their consent. The author 
analyzed the transcripts thematically, focusing on the themes 
of leadership (Appendix E). The interviews helped to clarify 
the use of digital platforms by activists, their perception of 
platform features and affordances, as well as organizational 
and leadership structures of the Navalny movement. See 
Appendix B for indicative interview questions.

A qualitative content study of Telegram content in the form 
of thematic analysis (Altheide & Schneider, 2013; Braun et al., 
2016) complements data from the interviews. We focused the-
matic analysis on interactions during the critical juncture of 
the campaign—a period that preceded and followed large pro-
test mobilization on 7 October 2017. This wave of protest took 
place in 80 cities, with at least 321 participants detained 
(Meduza, 2017b). To collect data for thematic analysis, we fol-
lowed 13 public Telegram venues—groups and channels—
created by the Navalny organization in the studied provinces 
(working chats and main channels, see Appendix D). Our 
fieldwork in Russia informed the choice of these venues. The 
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Navalny organization advertised the links to VK venues, 
across their Telegram network, and other public spaces. 
Anyone could join and follow them without restrictions. 
Hence, any user could become a rank-and-file follower—par-
ticipate in discussions or even contribute to movement task 
lists, such as leaflets dissemination without any formal 
involvement with the organization. Supporters could also join 
the movement more formally as volunteers, who would be 
encouraged to join the Telegram network. According to the 
organization's website, by December 2017, 706,000 “sup-
ported” Navalny; 200,000 of them joined as volunteers. We 
informed the coordinators of the organization’s offices about 
our intention to read the content of the venues before we 
started data collection.

The resulting sample includes Telegram content—posts and 
documents—that appeared in the groups and channels between 
00:00, October 6, 2017 and 23:59, October 8, 2017, which 
amounted to 5,128 posts collected in November 2017 
(Appendix C). The analyzed content contained texts, images, 
and videos shared from official Navalny organization accounts 
(normally in channels) and by ordinary users (only in groups). 
We focused on text, while images and videos provided supple-
mentary data that helped us learn about the events’ background. 
Many posts in the sample contained one or several words. We 
did not collect data on number of group participants.

During the fieldwork in 2017, interacting on IMPs during 
collective action was a little-known or poorly understood phe-
nomenon; thus, we chose an inductive, exploratory approach 
to data analysis, as recommended (Guest et al., 2012). The aim 
of this analysis was to capture broad-based narratives and 
meanings associated with mediated coordination of the 7 
October collective action. Combined with the interview data 
on the backstage practices of the use of digital platforms by 
activists, thematic analysis helped to analyze the practices of 
the users who “take the lead,” their visibility during social 
media protest mobilization and interactions with followers. 
The author undertook a close reading of the collected data 
adapting the protocol of Braun et al. (2016) for thematic analy-
sis. Considering the size of the sample, we analyzed materials 
“based on emerging understanding of the topic under investi-
gation” (Altheide & Schneider, 2013, p. 56). See Appendix E 
for details on the Telegram data analysis.

Results

We structure the presentation based on the key properties of 
shadow leadership that emerged from the rounds of thematic 
coding: collective, polycentric, and concealed.

Polycentric

To coordinate day-to-day activities and collective action, the 
activists created a polycentric network (Gerlach, 2001) of 
many cells—Telegram venues—integrated through the plat-
form’s networking and sharing features. This IMP network 

facilitated the emergence of activists who could assume the 
role of shadow leaders during protest mobilization. We can 
trace how the organization connected its numerous venues in 
a network through hyperlinks and shared content. The links to 
join the venues were actively advertised on the movement’s 
social media. The federal-level channels reshared content 
from regional cells—local office channels (Appendix D). 
Other local cells then disseminated this content further across 
channels and groups in provinces, thus exposing followers in 
different localities to movement issues and news from across 
the country. However, content shared across the network dur-
ing collective action periods and before or after them differed. 
The collective action content often focused on protest coordi-
nation, police action, risks, and security (see examples 
below). Content beyond collective action days included 
resource mobilization posts, information materials, criticism 
of the government, general political analysis, information 
about Navalny’s actions, political memes, videos, invitations 
to contribute to door-to-door agitation, small street actions, 
election monitoring training, and other activities.

In the interviews, Navalny activists discussed Telegram 
as an organizational base that allowed them to articulate 
tasks and coordinate the movement by relying on affordances 
for content sharing. Prominent figures of the federal office 
supervised the content published on Telegram by local activ-
ists. That was how Konstantin Shirokov (personal communi-
cation, 2017), the social media coordinator of the Navalny 
organization, described the supervision of the Telegram and 
other similar networks:

All the pages of the local offices in VK, OK, Instagram, 
Telegram are created with us. Then we provide local offices with 
these pages. We have a manual. We have some rules that should 
be followed. [They are] the rules of the Russian language. [. . .] 
God forbid there will be something violating our recent laws that 
Putin imposed.

Therefore, on one hand, this movement network was a result of 
a series of considerations and a routinized plan controlled from 
the federal office. On the other hand, after it was deployed, the 
network was managed by little-known local administrators 
who could not necessarily follow the manuals or rules, as we 
show in the following sections. At the same time, this network 
contained multiple, often temporal centers of influence (we 
also demonstrate their temporal nature when we discuss collec-
tive action examples), which made it polycentric. Nikolay 
Kasyan, one of the activists of the Moscow office of the orga-
nization, is an example of such public polycentric leadership. 
He had often introduced himself to movement supporters an 
“administrator of five Moscow Telegram chats” of the Navalny 
movement (personal communication, 2017). Kasyan’s role was 
to articulate and distribute everyday tasks among rank-and-
files that included actions typical for “ground wars” during 
political campaigning and the tasks to be performed inside 
Moscow’s office (Kasyan, personal communication, 2017). It 
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did not look like Kasyan was involved in collective action 
coordination during protests like shadow leaders we discuss 
further. However, he continued recruiting followers and dis-
tributing tasks when his own coordinators, Volkov and Lyaskin, 
were unavailable since placed in jail.

Collective

The interviews show that IMP features can be particularly 
helpful in coordinating collective action because they speed 
up interaction with followers compared to other types of 
platforms. In particular, activists believed that Telegram 
notification features facilitated quicker interactions with the 
environment during protest, which reaffirms previous 
research about the main affordances of the internet (Earl & 
Kimport, 2011):

We realized that we need to coordinate the actions of people 
somehow. It is possible [to coordinate] on VK, but it is simply 
not as fast [as through Telegram]. On Telegram, a person 
immediately receives a notification, and he instantly sees [it] 
(Kuchmagra, personal communication, 2017).

Thematic analysis shows how shadow leaders, who oversaw 
what channel content could be delivered to their rank-and-files 
through notifications, relied on this sped-up interaction envi-
ronment of working chats to set the scene for participation. 
This space included people’s physical assembly during mobi-
lization, hence assuming the role of choreographic leader-
ship—a “form of influence over the course of a collective 
action” where leaders give it “a certain degree of coherence” 
and “a sense of direction” (Gerbaudo, 2012, p. 43). For 
instance, the pseudonymous user no name shared several posts 
on the St Petersburg working chat, one of the largest chats of 
the movement with hundreds of messages posted by different 
users every day, that helped potential participants localize 
themselves and establish a sense of direction within the 7 
October protest when participants have moved away from its 
planned location, partly for security reasons (Figure 1). Almost 
3 hr after its launch, no name reported that several thousands 
of the rally participants were marching away from its initial 
location: “People are marching from the Field of Mars to 
Vosstaniya square.” (16:523).

While having no control over participants, no name nev-
ertheless attempted to setup a script for collective action that, 

Figure 1. Posts by shadow leaders in the St Petersburg working chat on 7 October.

‘Crowd blocked the streets and [we] almost  
managed to get to Nevsky’ [avenue]

‘Started detaining on Vosstaniya’

‘A picture by a reader’
‘Shouts “power to the people”’
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in accordance with the theory of choreographic leadership, 
provided “participants with suggestions and instructions 
about how to act” (Gerbaudo, 2012, p. 12): “Do not break the 
police ranks—turn away and move along” the user guided 
participants (16:53). After sharing these instructions, no 
name amplified participants’ reports on their exact location 
that confirmed that people were still marching toward 
Vosstaniya square.

Notably, the titulary head of the Navalny organization in 
St Petersburg Polina Kostyleva was also present in this chat 
but did not perform the role of a choreographic leader. By 
contrast, she posted messages, such as “What’s going on?” 
(17:26) and “Why do they [protesters—go to there]?” 
(17:49). In the meantime, no name continued directing pro-
testers, later commanding them to “go home” (17:47) and 
not to attack the police (17:52). This is one of the examples 
of how the shadow leader no name and the public local 
office leader Kostyleva coexisted in one digital space of a 
working chat.

Around 90 min later, no name invited participants to sup-
port “self-organized” protesters who chose to camp in the 
city center for a night, but simultaneously denied the involve-
ment of the public leaders of the Navalny movement in one 
of the most contagious episodes of this protest:

ATTENTION the FBK, the Navalny office are not the 
organizers of the action which is taking place on Manezh 
Square now. We are witnessing people’s initiative and self-
organization. [. . .] Those who are interested can bring them 
blankets, hot tea, and powerbanks. And in any case, do not 
fall for provocations [. . .]. (19:39)

We have seen similar attempts to command, direct, steer or 
invite movement participants to perform certain actions dur-
ing mobilization on the same day in other Russian cities. For 
instance, an anonymous administrator of the Navalny chan-
nel in Rostov-on-Don posted that “Fontannaya Square [in 
Rostov-on-Don] is not fenced now, there is no checkpoint, 
there are no prisoner vans, other events are not held” (12:15). 
A few minutes before the announced rally in Rostov-on-Don, 
the same administrator tried to establish a sense of direction 
by sharing the “Exact location [of the rally in Rostov-on-
Don]: on the side of the fountain which is closest to Theatre 
Square” (12:53). Following this, the administrator posted the 
pictures of “the first 40 participants gathered” on Theater 

Square and went on directing the collective action, reporting 
on negations with the police and commanding participants’ 
further actions, for instance, directing participants to dis-
perse: “[You should] start to disperse slowly in small groups” 
(14:12).

The example of the Rostov-on-Don administrator shows 
how the reliance on the default anonymity of Telegram chan-
nels established another, collective layer to the shadow lead-
ership: any number of trusted activists could be an 
administrator of a channel, while the public would assume 
that the channel was administered by a single person rather 
than a collective.

Concealed

The challenge of state surveillance that is often organized to 
implement preemptive policy of persecution prompted activ-
ists to negotiate their socially mediated visibility more care-
fully (Pearce et al., 2018). So far, we have uncovered 
similarities between the experience of Navalny activists and 
how other activist groups approached state surveillance. 
First, we have seen that Navalny activists attempt to manage 
their visibility on IMPs by revealing (or not) their personal 
details, just like other activists across the Global South (Rega 
& Medrado, 2021). Second, shadow leaders engage in 
reverse surveillance of law enforcement by reporting on, for 
instance, police movements, which was also documented by 
Lokot (2018). Preemptive policy makes people approach 
their visibility dynamically: everyday functioning of a move-
ment might require public leadership, but a movement dur-
ing collective action needs much less visible actors, at least 
temporarily. That’s when shadow leaders come in.

We summarized three levels of visibility in the Navalny 
movement in Table 1. First, we can see that the founder could 
be understood as an eponymous leader (from Eponym in 
ancient Greek) —one who gave their name to the organiza-
tion. The second level of visibility was represented by a vari-
ety of public leadership types ranging from people who 
interacted with the media a lot from the federal office of the 
organization to relatively little known but still public local 
Telegram administrators, such as Nikolay Kasyan from 
Moscow. These public leaders revealed their real names, pic-
tures, and other information. Finally, shadow leaders adopted 
pseudonyms or anonymized themselves, thus becoming 

Table 1. Navalny Movement Leadership Types.

Type Visibility Example

Movement founder Eponymous Alexei Navalny
Federal level Public Konstantin Shirokov
Local office leader Public Polina Kostyleva
Public IMP administrator Public Nikolay Kasyan
Shadow Pseudonymous/anonymous @FredSM (Ufa)

Note. IMP = instant messaging platforms.
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pseudonymous or anonymous. Pseudonymous leaders used 
invented names and graphics for a profile image. Anonymous 
leaders had no visible names or other profile information as 
Telegram channels hide their administrators’ profiles by 
default.

Careful visibility mediation distinguished shadow leaders 
from other administrators and helped to mitigate the conse-
quences of preemptive policy. For example, the Telegram 
working group in Ufa, a large city on the Siberian border, had 
at least two administrators who communicated with users. 
First, Liliya Chanysheva, the local office coordinator, was 
well-known to the authorities and did not need to conceal her 
identity remaining a public leader (Chanysheva, personal 
communication, 2017). According to the media reports, from 
September 2017 to May 2018, she was detained by the police 
three times for 50 days in total. Another administrator of the 
same group was known as Fedor (Ufa), but no further infor-
mation was presumably available to track this user. We 
observed similar differences in visibility between the public 
coordinator for St Petersburg Polina Kostyleva and a pseud-
onymous user no name; the public coordinator for Moscow 
Nikolay Lyaskin and Moscow’s group admin @ViperAnry.

Telegram seemed to be a trusted space for such careful 
identity concealment was possible:

Telegram became popular in Russia precisely because of the 
recent laws [the legislature that made state monitoring and 
surveillance more widespread]. People have realized that their 
messages can be read elsewhere, and Telegram is the only 
platform that guarantees complete anonymity at the moment 
(Kostyleva, personal communication, 2017).

Little is known about the detention of movement’s local 
Telegram administrators, as compared to multiple reports 
about the arrests of the organization’s public leaders. Indeed, 
there was only one report on the detention associated with 
the use of Telegram in Russia in the International Agora 
(2018) database on digital persecution and internet freedom 
in Russia, and that case was not related to the Navalny orga-
nization. This is compared to 90 mentions of VK and 50 
mentions of Twitter out of 950 entries in the same period. 
This is not surprising, as VK was known to cooperate with 
the Russian government, and the authorities were known to 
closely monitor the political activities on Twitter (Filer & 
Fredheim, 2016). Thus, the use of Telegram could be linked 
to the reduction of security risks for activists compared to 
other platforms in these authoritarian settings.

The theme of participants’ visibility and security was 
prominent during the potentially contentious episodes of col-
lective action. Pseudonymous leaders used IMPs to prevent 
repression against participants by the police, and that was 
where directing rather than steering seems to be the prime 
style of leading on the studied Telegram venues. The already 
mentioned no name appeared on the chat of volunteers in St 
Petersburg: “OMON [riot police] are concentrating, let leave 

them with nothing—break up” (17:33). A post with the same 
message—“Break up” (13:47), authored by a user Dmitry 
ViperAnry—appeared around the same time on Moscow’s 
local Telegram group.

Upon spreading the messages above, pseudonymous 
administrators continued advising their Telegram followers 
on the best ways of reaching public transport or other safer 
locations. In particular, no name encouraged participants to 
walk together rather than remain static. “While people are 
walking, they are not detained”—they explained (St 
Petersburg Navalny group, 16:52). At times, the suggestion 
could be the opposite—not to walk. For example, a user G D 
posted in the Chelyabinsk Navalny group: “People, just do 
not start the march. Otherwise, you will be captured by men 
in uniform” (11:04). In case “people” started marching, G D 
suggested a way to address the police, such as “If worst 
comes to worst, [one should say to the police] I walked by 
and stared for a bit—no one would bring forward any 
[charges]” (11:07). Fedor (Ufa), who was one of the Ufa 
Navalny group administrators, even shared an example of a 
text that “one should write in a witness” account in case he is 
detained.’ Concealed leaders steered their participants into 
concealing their collective action participation.

Simultaneously, the federal level of the movement 
attempted to conceal its shadow leadership— hide them from 
the public eye—by framing its use of Telegram as one that 
facilitated completely leaderless relations within the organi-
zation, one where a hierarchy of leading activists is absent. 
For example, the following message was signed by Volkov 
and distributed on the Telegram channels of the organization 
on March 12, 2018, while he was in jail after protest mobili-
zation similar to one on 7 October:

They stupidly believe that the work of the headquarters [the 
local offices of the organization] can be hindered by sending 
Volkov, Navalny [. . .] or whoever else to jail. They do not 
understand that the headquarters are all of you. And that 
everyone cannot be put in jail anyway.4

Messages like this sought to downgrade the importance of 
any leaders and claim that the movement contained leader-
less characteristics. However, the “headquarters are all of 
you” rhetoric was at odds with the position of the administra-
tors of Telegram channels. Like other social media adminis-
trator-leaders (Kavada, 2015), they were often loud and 
dominant broadcasters, leading the conversation during criti-
cal moments like collective action. Similar to some other 
platforms, the Telegram features enabled and gave power to 
the multitude of concealed polycentric administrators when 
movement key public leaders were isolated in jail.

Discussion

The features and affordances of IMPs affect how leaders 
organize and interact with followers, and how they approach 
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visibility in the preemptive authoritarian communication 
environment. These are the affordances for content sharing 
and interaction moderation, as well as notification, visibility, 
and network features. The use of IMPs facilitates adaptive 
organizing structures, which allow for shadow anti-authori-
tarian leaders to emerge. In what follows, we discuss each of 
the key properties of shadow leadership in the context of the 
relevant literature. This allows examining how this concept 
differs from other leadership models in pre-digitally enabled 
and digitally enabled non-IMP-reliant movements. Table 2 
summarizes key differences.

Polycentric

The analysis of the practices of the use of IMPs during 
Navalny’s collective action on 7 October suggests that sev-
eral key users of the movement’s Telegram networks both 
maintained collective action across at least six locations and 
contributed to other tasks associated with some aspects of the 
traditional roles of social movement leaders (Melucci, 1996). 
A key property of these users was their polycentricity. 
Although polycentricity was discovered before digital-
enabled movements emerged, studies rarely discussed this 
property in IMPs-reliant repressed groups. Navalny’s public 
leadership seemed to have enabled polycentricity in advance 
as they have been preparing for preemptive repression. The 
presence of polycentricity also meant that Navalny’s shadow 
leadership was connected in a network. Hence, we observed 
a network of users who took the lead during the collective 
action that we defined as shadow leaders.

However, this network was not merely connective; shadow 
leaders did not only connect users involved in peer production 
(Bennett et al., 2014). Instead, they could direct and even com-
mand their followers through internal interaction, though they 
could also steer and invite. This mix of leadership styles dis-
tinguishes shadow leaders from Gerbaudo’s (2012) choreo-
graphic leaders or connective leaders who seem to be “indirect” 
and “soft” “script setters.”

Our work also shows that polycentricity was propelled by 
default anonymity features employed by administrators and 
their ability to moderate the conversation by removing users 

and content or highlighting it. Hence, polycentricity in digi-
tally enabled anti-authoritarian movements might indicate 
the presence of several types of leaders that push their fol-
lowers beyond connecting and peer production into more 
direct and firmer modes of leader-follower relations.

Collective

A striking feature of shadow leaders is their ability to coexist 
with other types of leaders in the same cell of an organiza-
tion. The affordances for content sharing and network fea-
tures enhance this collective element of leadership. Hence, it 
might be too simplistic to define them as individualistic in a 
manner similar to Poell et al.’s (2016) connective leaders or, 
on the other end of the scale, as the professionalized bureau-
cracy of pre-digital movements (Staggenborg, 1988). 
Shadow leaders are part of a more complex universe of orga-
nizing than connective action activism.

Concealed

One of the key IMP affordances adopted by shadow leaders 
is the potential to conceal one’s identity behind a pseudonym 
or anonymize themselves. These activists were certainly not 
the first to hide their identity. For instance, “stealth leader-
ship” looks similarly obscure (Freeman, 1972; Western, 
2014). However, we observed shadow leadership in an envi-
ronment where anonymity was often imposed by default. 
Indeed, the features of Telegram channels hide authors and 
administrators by default. Users need to try to reveal their 
identity, which is a contrast to major non-IMP platforms that 
encourage users to state their real names in their profiles. 
This might be helpful for less technically sophisticated users 
who might not think much about their digital identity before 
engaging in protest organizing. In other words, Telegram 
affords activists an environment where they are not pressed 
into publicity while affording them anonymity.

Indeed, the Navalny movement leaders perceived 
Telegram as most suited for the role of safer and more secure 
communication channels. Our analysis shows that activists' 
use of IMPs is associated with a perceived reduction of 

Table 2. Three Models of Leadership.

Pre-digital social movement leadershipa Connective/choreographic leadershipb Shadow leadership

Mass media Social media IMPs
Formal, bureaucratic, many-headed networks Networks, streams Polycentric networks
Commanding, directing Inviting, steering, setting a script Commanding, directing, inviting, steering
Charismatic, authoritative Mediating, individualistic Performed collectively, coexists with 

public leaders
Public Anonymous, invisible Pseudonymous and anonymous

Note. IMP = instant messaging platforms.
aBased on the work of Gerlach and Hine (1970).
bBased on the works of Gerbaudo (2012) and Poell et al. (2016).



10 Social Media + Society

physical security risks. Azer et al. (2019) named physical and 
psychological risks among connective leaders’ key chal-
lenges. Just like in their study, Navalny’s leaders were sensi-
tive to physical risks, and they felt safer on this platform. 
Overall, platform features and affordances enabled shadow 
leadership to be made hidden where previously visible while 
remaining relatively secure.

Moreover, despite their concealed status, shadow leaders 
remained visible as any movement administrators, which 
empowered them. The power of shadow leadership is linked 
to their origins as IMP administrators. The literature seems to 
agree that administrators are often pushed toward more 
active interaction on behalf of an activist group, which even-
tually establishes them as part of the image of a movement 
(Kavada, 2015). This more prominent position enhances 
power disbalance within a movement because it is very chal-
lenging to avoid the emergence of a potential leader if an 
organization relies heavily on platforms.

This emphasis on visibility, which was primarily dictated 
by the risks of the authoritarian environment, is another fea-
ture that highlights the difference between shadow leader-
ship and other models of digitally enabled leaders, such as 
choreographic leadership. For example, choreographic lead-
ership can also be “invisible” (Gerbaudo, 2012); but this 
invisibility does not seem to be a key feature that helps this 
type of leadership—and the whole network—to survive. 
Hence, our study supports existing literature on visibility that 
discusses more individual-level activism (Lokot, 2018; 
Pearce et al., 2018; Rega & Medrado, 2021) and also high-
lights the importance of leadership visibility management for 
the sustainability of a large anti-authoritarian movement.

Conclusion

Our study approached the leadership of digitally enabled 
anti-authoritarian movements from the perspective of their 
use of IMPs for internal organizing. This helped to compli-
cate some key assumptions of the movement leadership lit-
erature that is primarily based on democratic contexts. We 
started our analysis with the leadership visibility dilemma—
the tension between being secure and being visible while 
mobilizing followers. We examined the response to preemp-
tive repression and uncovered key properties of a leadership 
model that arose in response to this dilemma. This model 
appears to be polycentric rather than connective, concealed 
rather than public, and collective rather than individualistic. 
Together these properties, we argue, constitute a distinctive 
type of IMP-enabled leadership that exists in repressive con-
texts—shadow anti-authoritarian leaders.

Our findings enrich recent social movement leadership 
frameworks because the concept we coined helps better 
understand why anti-authoritarian movements rely on IMPs 
and the consequences of this reliance. On one hand, the con-
tours of this concept are similar to other theories of digitally 
enabled leadership (Azer et al., 2019; Gerbaudo, 2012; Poell 

et al., 2016). On the other hand, our work shows that contrary 
to the expectations of connective action theories (Bennett 
et al., 2014), leadership in repressive settings has not been 
largely replaced by distributed mass user activity on plat-
forms. Moreover, a shadow leadership layer in anti-authori-
tarian movements that rely on IMPs is likely to combine the 
properties of both pre-digital and digitally enabled move-
ments. We have seen how these leaders can direct or invite 
while leading collective action. However, their concealed 
property potentially makes their movement look like distrib-
uted mass user activity rather than a structured organization, 
which helps to avoid preemptive repression. Hence, an anti-
authoritarian movement can rely on IMPs to enhance its 
polycentric and visibility management capabilities, thus 
avoiding preemptive repression.

Contextual conditions differ from one regime to another, 
and we can possibly observe variations in how shadow 
leaders emerge and function depending on a platform. In 
addition, just as most social media platforms, Telegram 
constitutes a specific type of socio-technical configuration 
(van Dijck, 2013). As Poell et al. (2016) suggest, leadership 
is articulated somewhat differently through different tech-
nologies. For example, the channel features establish a 
broadcasting mode of communication while providing its 
administrators with default settings that help them to pre-
serve anonymity. This might explain why other types of 
leadership observed for digitally enabled movements, such 
as connective leaders or digital vanguards differ from 
shadow anti-authoritarian leadership.

This study has mapped out the emergence of the type of 
shadow leadership for the case of a prominent large-scale 
anti-authoritarian movement. The study was limited to just 
one wave of collective action in a portion of localities and 
focused only on certain leadership attributes, giving less 
attention to some of them, such as identity building. By 
broadening the scope of the study, we could trace move-
ment interactions during other collective action events. As 
we do not claim that shadow anti-authoritarian leaders are 
exclusive to IMPs, further studies should systematically 
verify the presence of shadow leadership in other anti-
authoritarian movements and on other types of IMPs or 
beyond them. Further research should also explore how 
these activists coexist with public leaders in the same cell 
of an organization.
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Notes

1. See https://www.youtube.com/watch?v=CxzwAr6QMX0
2. See https://www.leonidvolkov.ru/p/289/
3. All times refer to 7 October 2017.
4. See https://tgstat.com/channel/@nnovosti/32928
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Appendix A

Conducting Interviews and a List of the 
Interviewees

We conducted the interviews face-to-face unless specifically 
stated. All the interviews took place in 2017. “Organization” 
refers to the Navalny organization. “Office” refers to the 
Navalny organization office in a named location. The inter-
views were conducted in Russian; the interviewer was profi-
cient in Russian. The interviewer represented themselves as 
a foreign researcher from a western university conducting a 
research project whose results will be published as a scien-
tific journal report, possibly a book, or other scholarly for-
mats. The language and context familiarity and a longer 
period of online and offline observations helped gain access 
to the participants. Some of the interviews took place outside 
of Russia, which helped build trust with the interviewees as 
many of them often traveled abroad and considered space 
outside of Russia a safer place where sensitive meetings can 
take place. We were also persistent in attempts to access the 
organizing structures of the movement. For instance, we 
tried to connect with the coordinators of the federal social 
media team of the Navalny organization for a long time. It 
was at the height of its campaigning and a busy time for these 
people. The campaigners casually refused interview requests 
from the leading world media during that period. Only after 
attending several public events organized by the core activ-
ists and interviewing its less prominent members, did we 
receive a chance to communicate informally with the leaders 
who, after all, finally agreed to give an interview.

A list of the interviewees:

 1. Konstantin Andriotis, 14 August. A volunteer who 
was responsible for the YouTube content of the St 
Petersburg office.

 2. Liliya Chanysheva, 24 April, Skype. The office coor-
dinator in Ufa.

 3. Anna Gerasimova, 18 January. The Director at the 
Barys Zvozskau Human Rights House in exile. She is 
a person with long-term experience of international 
human rights advocacy in post-soviet countries.

 4. Yana Goncharova, 11 June. The office coordinator in 
Rostov-On-Don.

 5. Nikolai Kasyan, 10 August. An administrator of 
several Telegram chats of the Moscow office of the 
organization.

 6. Darya Kostromina, 7 August. A pro-democracy activ-
ist who attended many anti-authoritarian protests. As 
an activist, she documented the persecution of pro-
democracy activists in 2017.

 7. Polina Kostyleva, 14 August. The head of the St 
Petersburg office.

https://meduza.io/feature/2017/06/13/skolko-lyudey-protestovali-12-iyunya-i-skolko-zaderzhali
https://meduza.io/feature/2017/06/13/skolko-lyudey-protestovali-12-iyunya-i-skolko-zaderzhali
https://meduza.io/feature/2017/10/10/7-oktyabrya-protestnaya-karta-gde-i-skolko-lyudey-vyshlo-skolko-zaderzhali
https://meduza.io/feature/2017/10/10/7-oktyabrya-protestnaya-karta-gde-i-skolko-lyudey-vyshlo-skolko-zaderzhali
https://meduza.io/feature/2017/10/10/7-oktyabrya-protestnaya-karta-gde-i-skolko-lyudey-vyshlo-skolko-zaderzhali
https://doi.org/10.1080/1369118X.2021.1954228
https://doi.org/10.1080/1369118X.2021.1954228
https://firstmonday.org/ojs/index.php/fm/article/view/10404/8317
https://firstmonday.org/ojs/index.php/fm/article/view/10404/8317
https://www.state.gov/wp-content/uploads/2019/03/RUSSIA-2018-HUMAN-RIGHTS-REPORT.pdf
https://www.state.gov/wp-content/uploads/2019/03/RUSSIA-2018-HUMAN-RIGHTS-REPORT.pdf
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 8. Artem Kozlyuk, 11 August. The head of RosCom-
Svobody, a prominent civic organization whose  
members define themselves as digital human rights 
defenders/activists.

 9. Alina Kuchmagra, 14 August. The social media spe-
cialist of the St Petersburg office.

10. Nikolai Lyaskin, 10 August. The coordinator of the 
organization for Moscow. He is a close associate of 
Navalny since 2012.

11. Grigory Melkonyants, 4 August. Co-chair of the 
“Golos—For Fair elections” movement, one of the 
leading election monitoring NGOs in Russia. Their 
election monitoring reports played a pivotal role in 
triggering protest waves in the 2010s.

12. Vitali Serukanov, 10 August. The deputy coordinator 
of the Moscow office.

13. Ruslan Shaveddinov, 15 August. The press-secretary 
of the Navalny 2018 campaign. He was the right 
hand of campaign chief-of-staff Volkov.

14. Konstantin Shirokov, 15 August. The head of the 
social media unit of the organization. His unit 
included about 80 people in total around the country.

15. Anna Stepanova, 25 May. The head of the office in 
Nizhny Novgorod.

16. Aleksey Tabalov, 25 May. The office coordinator in 
Chelyabinsk.

Appendix B

Indicative Interview Questions

1. Please tell me about your role in the campaign. What 
are your responsibilities in relation to it?
a. How did you join it?
b. What are the goals and main activities of the 

campaign?
2. Who defines the organizational strategy of the cam-

paign? Are there any main office/definite leaders of 
the campaign?
a. What is the relationship of your unit/branch/

division with the main office/the leaders of the 
campaign?

b. Do you receive some specific instructions as to 
how to organize your campaign representation 
online?

c. How effective do you think is your contact with 
the main office/the leaders of the campaign as to 
the digital representation?

3. How does your campaign work on its digital 
representation?
a. What platforms do you use in your activities?
b. Who is responsible for the digital representation 

of your campaign?
c. What are the specific characteristics of their fea-

tures you would highlight?
d. What platforms do you prefer for what kind of 

activities?
e. How do you attract people’s attention to your 

campaign online? Do you specifically arrange 
online materials, such as texts, images,  
videos?

f. How would you define the audience for your 
campaign?

g. Do you refer to a specific audience when you 
plan your campaigning on a platform?

4. Did you or any people affiliated with your cam-
paign/its regional branches meet any constraints 
imposed by the government/authorities/police/oth-
ers like online censorship, hacker attacks, other 
online persecution?
a. . . . or physical persecution?
b. Do you think you can face this sort of constraints 

in the future?
c. How much does the possibility to face these con-

straints affect your strategies, both online and 
offline?

d. Do you seek and/or follow any advice of digi-
tal security specialists, consultants, or anyone in 
relation to possible digital threats?

e. Has your campaign(s) been affected by trolls and 
bots; fake news?

f. Are there any specific constraints related to the 
policies or commercial strategies of the plat-
forms you use?

5. What civic campaigns do you follow as an activist to 
learn from them and get inspired regarding their digi-
tal activities?

Appendix C

A List of the Groups and Channels That Were 
Included in the Analysis

Data were collected using an in-build mechanism of Telegram 
that allows collecting public channel and group posts and 
metadata as HTML pages.
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Appendix D

Types of the Navalny Network Venues on 
Telegram

Types of channels: main channel.
Types of groups: public working chats (“people could 

write, share opinions and communicate” [Lyaskin, personal 
communication, 2017]); private working chats (for a more 
secure interaction among selected volunteers); flood chats 
(space for discussing matters not related to campaigning, 
such as general politics).

Appendix E

Data Analysis

Interview analysis. The transcripts of all the interviews were 
prepared based on the need to extract data from the inter-
views. The transcripts were uploaded on the NVivo software. 
The main categories for the analysis were identified based on 
the literature review and were enhanced and improved by 
each new interview coded. We began analyzing data as “it is 
being collected” (Blee & Taylor, 2002, p. 110), which pro-
voked corrections in the interview guide, the direction of 
sampling, and the themes and categories of the analysis. We 
followed the coding guidelines for inductive social move-
ment research advised by Mattoni (2014) in relation to the 
study of social movements. These guidelines allowed a more 
systematic analysis of the interview transcripts. This 
approach to coding involved three coding methods: open 
coding, axial coding, and focused coding. First, during the 
sessions of open coding, we broke down the texts into small 
segments. Each segment received several codes based on the 
theoretical themes emerging from the study. Second, we 
recombined the segments into a broader grouping around the 
same analytical category. These broader groupings can be 
generalized into four theoretical categories presented in 
many studies: “conditions, interactions, strategies/tactics and 
consequences” (Corbin & Strauss, 1990). The use of the 
NVivo software helped perform this second method of 

coding. Third, we moved to another level of abstraction and 
elaborated more general categories that acquired a signifi-
cant role in the analysis.

Telegram data analysis. We uploaded Telegram data on 
NVivo. We started with data familiarization: reading the 
posts in the channels of the studied communities. We 
observed that the posts that appeared in the channels between 
6 October and 8 October focused almost exclusively on the 7 
October mobilization. This observation and the information 
collected during the interviews helped us identify the time-
frame for the posts to be analyzed with thematic analysis.

When analyzing the channel data, we took notes and iden-
tified the dominant themes of channel posts. Upon this, we 
switched to close reading of group posts. During this step, we 
identified the candidate codes of the group messages and took 
notes on them. We gradually arrived at the conclusion that 
certain individuals were more prominent in these groups than 
others because they might have assumed coordinating func-
tions. We created a list of the nicknames of such individuals 
for each group. We identified additional nicknames by using 
the “Group Info” menu that often identified the nicknames of 
group administrators. Upon completing these lists, we 
searched the data, identifying each post produced under a 
reviewed nickname during the studied period. We reviewed 
these posts, as well as at least 50 posts that appeared in the 
groups before or after nicknames’ posts, assigning them with 
codes. In addition, we reviewed the group posts that appeared 
around the times when channel posts discussing collective 
action were shared. We identified the authors of these group 
posts, added them to the list of nicknames, searched their 
posts across the timeframe, and repeated the procedure of 
reading, taking notes, and tagging each post with a code. We 
repeated this procedure until no new codes emerged; that is, 
until we reached the point of saturation (Corbin & Strauss, 
1990). We then organized codes into themes, compared them 
to the themes that emerged from the interviews, and grouped 
them for the sections presented in the “Results” section. We 
also used our notes to identify the types of the Navalny net-
work venues presented in Appendix D.

Name of a channel/group Type Level in the Navalny network Sample

Navalny team (Telegram) Group Federal 22
News of the Navalny offices Channel Federal 652
Moscow volunteers’ chat Group Local office 1,336
Moscow office’s events Channel Local office 1
St Petersburg channel Channel Local office 30
St Petersburg 26 March protest channel Channel Local office 5
St Petersburg volunteers’ chat Group Local office 2,032
Rostov-on-Don channel Channel Local office 67
Nizhniy Novgorod volunteers’ chat Group Local office 261
Nizhniy Novgorod channel Channel Local office 34
Chelyabinsk volunteers’ chat Group Local office 500
Ufa volunteers’ chat Group Local office 187
Ufa channel Channel Local office 1


